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Those entrusted with keeping order and
researchers in field of humanities-sciences,
agreed that the current risk.of economic
crimes are surpassing any other types of
crimes due to their fast development and
change of their stylesin line with societies
and technology advancement. Due to

comprehension of grave impacts arising

from wide spread of money:laundering ands '}

terrorism financing erimes, the government
of Kingdom of Saudi"Arabia hasbeen
careful to take several measures and efforts
necessary to combat both cri mes.. Including
joining many bilateral and regional
conventions and agreements concerned with
combating money laundering and terrorism
financing issued by international financial
work group, besides promulgation of money

laundering regulation, conducting research
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and studies, organizing conferences and
symposiums, taking care of training those
concerned with combating money
laundering and terrorism financing at

judicial, security and control levels.

Due to the great success realized by
financial intelligence units in several
countries worldwide, not only in their
contribution to pursue criminals and
convicting them through plresentation of
technical reports, but also i_'n prevention of

crime before occurrence through/making

laundering and terrorism financing. In
particular, such economic crimes are among
the cross-border crimes and have negative
Impacts on national communities and
economies, which are expected to increase

with advancement of technology.

society aware of the danger of both money-- |3
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In order to safeguard economic, financial
and commercial security of this honorable
country, and by support of His Highness
Minister of Interior and his deputy minister
(may God Save them), and follow up by
deputy interior minister for security affairs,
afinancial intelligence unit has been
established based on article 11-0f Money
Laundering Regulation. The Unit
commenced its work en 6/8/ 1426H,
corresponding to 11/9/2005. Among its
responsibilities is to receive reports and
analysis of the same, exchange of

information and preparatien of reports on

suspected activitiesin all and non financial” |

transactions including money:laundering

and terrorism financing ¢rimes.

Due to the importance attached to provision
of statistical data on money laundering and
terrorism financing crimes and to determine
unit work direction, giving scientific
indicators about such crimes to indicate

points of weaknesses, support of positive
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points and elimination of negative acts
within financial and non financial
institutions, this annual report has been

made and distributed to competent entities.

Our endeavors are not just confined to what
have been accomplished in this report, but
we will rather endeavar to exert more effort
towards the unit work and keep pace with

every innovation in this field in order to

realize the aspirations of leading figures of

the prominent security apparatus.

Finally, | would like to e'xp_ir%s my.deep
gratitude to His Royal Highhéss Prince
Mohammed Bin Naif Ben Abdulaziz;= |
Assistant Interior Minister for Security
Affairs, for his continuous follow up of
work of Financial Intelligence Unit. May
Almighty God bestow the security on this

country.

With God Providence,,,,
General Supervisor of Financial I ntelligence Unit
Brigadier /
Fahd Ben Abdulaziz Almaghlouth
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The financial Intelligence Unit reports to
Assistant Interior Minister of Security
Affairs.

Office Premises:
The City of Riyadh.

Unit Responsibilities:
The unit is entrusted with the following:

a Receive incoming reports submitted

by financial and non-financial

suspected money laundering crimes.

=

reports and data regarding money
laundering to be regularly updated
while keeping secrecy of the same
and make them available to

competent authorities.

institutions and individuals about 4

b- Establish database provided with alt=
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c- Request and exchange of information
with competent entities and take
necessary action in the area of money

laundering fight.

d- Request and exchange of information
with other Financial Intelligence
Units (FIUs) with regard'to combat of
money laundering in accordance with

article (22) of thisregulation.

e- Prepare formsthat to be used for

notification by financial and non

financial institutions about suspected |

money laundering transactions. Sich
forms include data which will assist
them to gather infar"r.nati_on, analysis,
investigation and reéoraing in
database and update of the same”
when necessary.

f- Gather information and data about
reports received by the unit
concerning suspected money
laundering transactions and analysis
of the same, and in this concern the
unit may use experts from competent

entities.
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g- The unit shall undertake financial sl W Ol mdl B aE -
field research and investigations and

request the same from security or M s O Ly glldh sl

entities at ministry of interior sectors. lelbi (5 mdly ol 21 Lk

When sufficient evidences are
established that the transactions stated | | 0L 2331 YW1 L3 ey alstlidl 505
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i- Dealing with reports whose analysis Wl iy ) S 3 O adi- b
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applicable regulations and e U ksl Yy S Gy s =Y
procedures.

n- Take legal actionsto join the Fl Us. AL plead el ke Y1 S —— 0
Egmont Group.
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*Financial | ntelligence Organizational Structur e:

Assistant Interior Minister for

Security Affairs

Director of FIU

Assistant Director

Computer
Dept.

Training
Dept.

Financial
& Admin
Affairs
Dept.

Info &
Studies

Dept.

Info.
Exchange
& Follow
Up Dept.
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*Departments:

The unit organizational structure
shows the general layout of
divisions as well as activities and
works need to be accomplished to
carry out its duties, it also shows
the limits of power and
responsibility among their different
parts as follows:

a- Main Divisions:

1- Reportsdivision.

2- Information gathering and

analysis division.

Information exchange and

follow up division.

4- Information and studies
division.

b- Support Divisions (Sub-
divisions).

1- Training division.

2- Computer system Division.

3- Administrative and Financial
Affairs divisien.

3

Reports Division:

It is responsible for receiving
reports about transactions of
suspected relationship with money
laundering and terrorism financing.

Tasks:

1- Receive reports about suspicious
relationship with money laundering
or terrorism financing transactions.
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2- Receive reports by fax or
any other communication
means, but report made
by phone calls, the same
will be jotted down in
writing.

3-  Recording reportsin
special records to be
serially numerated where
all necessary«information
will be recorded.

4- Referring reports to
information & studies
divisien to incorporate
them in the database.

I nformation Gathering and
Analysis Division:
This division is intended to gather

information, analyze and refer the :

same to competent authorities.

Tasks: &y

1- Study and analyze of
information and data attached to
the report and comparethemiwith!
the information previously
provided to the unit through its
database and verify its accurateness
with consultation of other
concerned security, financial and
commercial apparatuses records.

2- When sufficient evidences exist
that the transaction stated in the
report has a relation with money
laundering or terrorism financing
and there is need to detain persons,
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the division shall prepare an
analytical report about the
transaction and request referral of
the same to competent authorities.
3- When there is necessity to
conduct field investigations, the
concerned authority will be
requested to do the same after
being provided with necessary
information about reported case.
4- Request from Bureau of
Investigation and Public
Prosecution to'make precautionary
seizure of monies and properties
belonging to partiesinvolved in
money laundering and terrorism
financing crime.

5- Deal with reports whether by
referring them to competent
authority or.closing the case.

I nformation Exchange and®._s |
Follow up Division:

Thisdivision is entrusted with the
exchange of information with local
authorities and similar FIUs In
abroad.

Tasks:

1- Exchange of information with
local authorities and similar FIUs
in abroad with regard to money
laundering and terrorism financing
incidents.
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2- Suggest signing of
memorandums of understanding
with similar foreign FlIUs.

3- Follow up of necessary
procedures to join the Egmont
Group.

I nformation and Studies
Division:

Responsible for keeping and
documentation of information and
studies preparation.

Tasks:

1- Create database consisting of the:

following:

a Reports about suspected
transactions that have been
received and analyzed:

b- Reports that have beenreferred
to security authorities to finalize |

search and investigation or referred”

to competent investigation
authority.

c- Reports leading to legal and
administrative pursue.

d- Reports that have been
closed and justification of
the same.

e- Cases of conviction in
money laundering crimes.

f- Requests for information
exchange from local and
foreign authorities and from
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similar foreign FlUs.

2- Detection of indicators of
money laundering crimes
and ways of perpetrating the
same as well.as suggestion
of solutions and procedures
to combat the same.

3- Follow up of current issues
related to money laundering
crimes through competent
regional and international
organizations.

4- Participate in making
awareness programs

regarding money laundesing |

in coordination with the
permanent.committee for
combat of;money
laundering. ¢/

5- Prepare an annual report
about the unit activitiess

6- Follow up latest
developments in the area of
money laundering and
terrorism financing issues.

Training Center:

Tasks:

1- Give lectures targeting unit staff
to be made by experts in the field
of terrorism financing and money
laundering at the center.

2- Coordinate with government and
non governmental institutions to
train unit staff.
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3- Coordinate with foreign entities
for the sake of providing training
courses to unit staff with
collaboration of competent
authorities.

Computer Division:

It is considered as one of the
support divisions to carry out the
main works entrusted to the Unit. It
Is assigned to provide technical and
technological service with to help
realize Unit objectivesin line with
its policies, and in order to realize
that mission, it has to cover three
main aspects of information
technology works:

1- Information security
2- System analysis.
3- Technical support.

Administrative & Financial Affairs
Division:

It is one of the support divisions and
entrusted with the following tasks:

1- Carry out administrative and
financial affairs at the Unit besides
preparation of annual budget of the
Unit.

2-Take care of financial and
administrative issues of Unit
employees.

3- Provision of office suppliesto the
Unit.
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Chapter 2

Firstly: Number of Incoming Reportsat Financial Intelligence Unit in

2006

405

Total Number of Reports

405

Number of ReportsBeing
Analyzed

69

Number of Reports Referred to
| nvestigation Authorities

39

Number of Reportson Which
I ndictments Has Been Established

Diagram Showing the Number of Reports
( Being Analyzed/ Referred to I nvestigation Authorities/ Indictment Has
Been Established) in 2006

O Number of Reports
Being Analyzed

B Number of Reports
Referred to
Investigation
Authorities

O Number of Reports
on Which
Indictments Has
Been Established

39

405

Number of analyzed reports 405
Number of Referred reports 69

Number of Reports on which indictment established 39

PDF created with pdfFactory trial version www.softwarelabs.com



http://www.softwarelabs.com

"aY v el O g e B3y 1 I 305" L

SN sue @»\J\a.@.,
AR b Ol o
K b ¢ Oluw i
V¢ e £ Slg
e s 3
£.0 &}&\

¥ ¢ N alall £ g o 8351 1 SN S 2 g1 (3t ey

350

316 |
300

250

-200

150

-100

(0]

(S

14 14 -50

A Y leall e clewsdl Gl
dgasSall Q) U

PDF created with pdfFactory trial version www.softwarelabs.com



http://www.softwarelabs.com

Secondly: " Number of received reports by entity in 2006"

Number of .
Reports Entity
316 Financial I ngtitutions
14 Non Financial Institutions
14 Government Entities
61 Individuals
405 Total

Diagram shows number of reports by entity in 2006

B Financial
Institutions

B Non Financial
Institutions

B Government
Entities

O Individuals

14

316

PR

Individuals 61

Financial institutions 316
Non financial institutions 14
Government entities 14
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Thirdly: " Number of requestsfor statement of account from

Saudi Arabian Monetary Agency( SAMA)
Number of requests reached 390

Fourthly: " Actionstaken regarding received reports at the Unit in 2006"

69 Number of reportsreferred to
investigation authority
Number of reportsto competent
92 g
authorities
Number of closed reports by the
244 Unit

Diagram shows taken actions regarding reportsin 2006

B Number of reports
referred to
investigation authority

B Number of reports to
competent authorities

B Number of closed

reports by the Unit
92

244

Number of reportsreferred to investigation authority 69
Number of reports Referred to competent authorities 92
Number of Reports closed by the Unit 244
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Fifthly: " Number of requestsfor exchange of information
received from Unitsin abroad in 2006"

Number of | Requestsfor exchange
requests of infor mation
4 | ncoming requests
1 Outgoing requests

Diagram shows number of requestsfor exchange of information
with Unitsin abroad in 2006

B Incoming requests

B Outgoing requests

Incoming requests 4
Outgoing requests 1
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